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Prerequisite Software and Settings

Before you can install the Project Cost Mobile Connector software, you must complete the installation of the following:

1. Microsoft Dynamics GP

2. Internet Information Services (IIS)

3. ASP.NET.

4. Dexterity Shared Components

5. Project Cost Web Suite
Before you get started:

Submit Organization Key Request

Submit the URL of your Mobile Connector Web Service to MobileConnect@projectcost.net.

The URL should use the following scheme format:

Without SSL

http://SubDomain.Domain.TLD:89/ProjectCostService.svc

With SSL

https://SubDomain.Domain.TLD:443/ProjectCostService.svc

Terms:

Sub Domain — refers to an additional prefix added to a domain name and separated by a period.
Domain — refers to a name used in URL'’s to identify particular web page.

Top Level Domain (TLD) — is a suffix that points to the Top Level Domain a web site belongs to.
External Port Number — is the connection port designated in the web site bindings.

Example: http://time.projectcost.net:89/ProjectCostService.svc

Additionally, you must specify the Project Cost Employee UserlID that shall administer the Mobile Connector portal
site. This user can then grant or revoke access to the mobile app, as well as configure certain default settings and
mail integration.

You will then be provided with an Organization Key
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Project Cost Mobile Connector IIS Install Process

Copy Project Cost Mobile Connector components to the Inetpub Directory

1. These components are held in the folder MobileConnector thatwas included in the Download.
2. Use Windows Explorer to copy the MobileConnector directory to your Inetpub
In this instruction we located this folder at C:\Inetpub\MobileConnector

Configuration of Internet Information Services on Windows 7
1. Navigate to the Control Panel.
Note: Based on the operating system the commands may be different for this navigation.
Using Windows 7 — go to Control Panel>>System and Security>>Administrative Tools.
2. Double click “Internet Information Services (IIS) Manager”.

3. Inthe Internet Information Services window is divided into 3 primary areas or panes.

a. The Connections Pane you should see the server's name, Application Pools and Sites.

b. The Area Pane will list the features that may be configured and will look different based on the item
selected in the Connections Pane.

c. The Actions Pane again will look different based on the feature selected in the Area Pane.

'
Q'i Internet Information Services (IS) Manager — S———— - L =T &J
— . -
@ ®) [@ » STONE » Sites » Default Web Site » | &l < @ -
File View Help
Connections . Actions
~ @ Default Web Site Home 5 eoActions Pane
83 STONE (OLY\tgoodspeed — i issions...
4 j T Appiica:‘;f:znfee ) Filter . Go Ljd Show All | Group byz| Area . ' Edit Permissions
- E Edit Sity
4.[5] Sites AsP.NET —Area Pane E _ .
b 4D Default Weh Site = £ —_— P T mf mg:....
._% Q/" -“J‘r4 “ o \/ D Basic Settings...
NET NET MET Error MNET MET Profile  .MET Roles View Applications
Connections Pane Authorizat., Compilation Pages Globalization ViewiialiDin e
) i =] E 2 = e o
g’;‘f IE a‘_‘ e i‘? —'_E' Manage Web Site £
=N dch . B
MET Trust  .MET Users  Application Connection MachineKey Pages and © Restart
Levels Settings Strings Controls 4

4. Inthe Connections Pane Click on the “»” to expand the Server view.

This should expose folders for Application Pools and Sites.

Create New MobileConnector Web Site

In the Connections Pane !Elntern et Information Services (IIS) Manager

1. Click on the “»” to expand the Site view. @‘_’;‘ [ &) » STOME » Sites »
2. Right Click on Sites -

File  View Help

3. Select Add Web Site
Q?gl Sites

=93 STOME (OLY\tgoodspeed)

b'j' Application Pools Filter: T
=-[& | o
..
..
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In the Add Web Site window

1. Enter the Site Name: in our example we use MobileConnector.

2. Enter the Physical path:
This is the location of the mobile connector
components.
In our example we use c:\Inetpub\MobileConnector

3. Enter the port number in the Binding area. We use 82
to avoid common conflicts with other IIS tools.

4. Click OK

Configure MobileConnector Web Site Settings

In the Connections Pane

1. Click on the “»” to expand the Site view.

2. Click on the Site - in our example MobileConnector.
3. Inthe Area Pane under the ASP.Net section Double-Click on Application Settings icon.

Site name:

Application pool;

IMobiIeConnechr

IMobiIeConnector

21

Select... |

— Cantent Directory
Physical path:

|C:‘-jne‘q:ubWobileConnechor
Pass-through authentication

Connect as... | Test Settings...

I

—Binding
Type: IP address: FITE
IhﬁD j |AII Unassigned j IBZI
Host name:

Example: www.contoso.com or marketing. contoso.com

¥ Start Web site immediately

[ o ]

Cancel

If ASP.NET section is not visible in the Actions Pane See Trouble shooting section.

*-Elntern et Information Services (IIS) Manager -3l x|
@ (5] [ € » STONE » Sites » MobieConnector | = e -
File View Help
r MobileConnector Home .
| £ Explore =
=95 STONE (CLY\tgoodspeed =
;EI 5 f ﬁ\tgp ID ) Filter: - Go - %Show All | Groupby: Area - - S
i~} Application Pools ———
[=-[&] Sites ASP.NET - e
D) Default Web Site 3 _ . Bindings...
-4 powebsuites 1 .E% & (w9 o= \/ 9’ & Basic Settings...
514 powebsuites2 - Y . L=l X
e pewebsuites4 .NET NET NET Errar MET .NET Profile  .NET Roles JNET Trust View Applications
g T —— Authorizati...  Compilation Pages Globalization Levels View Virtual Directories
4 L O B G bonegewebane (3
= = y = ige Web Site £3)
8 s o =R :
.NET Users Application §  Connection  MachineKey  Pages and Providers  Session State w Reskzt
Settings Strings Contrals P Start
B Stop
=]
= Browse Web Site
SMTP E-mail Browse *:32 (htp) m
LI Advanced Settings. ..
4 |» [+ Features view |, = Content View Configngy =
Ready T
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In the Application Setting Pane
1. Double-Click on SqglServer Feature.

2. Inthe Edit Application Setting window

g Application Settings

Use this feature to store name and value pairs that managed code applications can use at runtime.

Group by: Mo Grouping

Name = | L= "3 Edit Application Setting ﬂil :
ShowPasswordInTrace false
t a0 MName:;
ISSISewer (ocal) I ISqISer\rer
SystemDatabase DYMAML  yajue:
{local)
Ok I Cancel

3. Enter the Name and Instance of your Sql Server in the Value field.

4. Click OK

In the Application Setting Pane

1. Double-Click on SystemDatabase Feature.

@ Application Settings

Use this feature to store name and value pairs that ma

Group byt Ne Grouping

MName =

ShowPasswordInTrace
SqlCommandTimeout
SqlServer

I SystemDatabase

Edit Application Setting 21x|
Mame:
- I'ﬁystemDatabase

[ value Value:
false [pmiamrcs
30
Stone'\Stonel
DYMNAMICS I 0K I Cancel

2. Inthe Edit Application Setting window

Enter the Name of the GP system database.
Named System Database was added.

3. Click OK

This is normally DYNAMICS however in v2013 an option to use a
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Project Cost Mobile Connector Security Setup

Navigate to Project Cost SQL Maintenance Window

Microsoft Dynamics GP >> Tools >> Utilities >> Project Cost >> SQL Maintenance

e Onthe PC SQL Maintenance window Select Project Cost option.

e Select Mobile Connector Setup option

[mgl] PC SQL Maintenance

File Edit Tools Help
Close Cle Additional Processes [ ] Table

Table Advanced Security Maintenance

I
[ pcalertiog Mobile Connector Setup

[J pcApprova I_Grnupué Create Users Service Setup
| pc:Appruval_Prnjecﬁﬁék TwWoo2 1203
[J pcApproval_Transactions TWooz 12.03

In the PC Mobile Connector Setup Window

e Enter the SQL Login name to be used by MoveOn Software:

e Enter the Password:

.4 PC Mobile Connector Setup - ©
e Click the Check Box next to the Company database name. B Ssave | X Delete
e Click Save button. REXR| oo om

[ Fabrikam, Inc.
[« Fabrikam Canada
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Project Cost Mobile Connector Admin Portal

Mobile Connector - Admin Portal Logon

To access the Connector Admin Portal navigate to: http://timeon.apcurium.com:8040

TimeOn®

Please sign in

Organization Key
Enter the Organization Key P

User name
Enter the username (the Employee
UserID you provided when [ gl
requesting the Organization Key) Pissiid
Enter the password ’ e

[Oremember me

Mobile Connector - Organization Admin Support Email Default Message

Organization Admin

Key Name Project Cost Url

Apcurium Apcurium Inc. http:/igp.apcurium.local:8086/ProjectCostService svc

Support Email Content

Attention mobile app support team:
Please see my attached error log.

Save

Configure exchange
Configure users

Back to list of organization

As seen in the above screen, you may specify a default message body for emails support emails sent from users in the
event of a problem.

PC Mobile Configuration Guide v14.01.docx 9
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Mobile Connector - Organization Admin MS Exchange Configuration

Select Configure exchange in order to specify your organization's MS Exchange Configuration

MS Exchange Configuration

Miis Active

Server Url

https:/fpod51043.outlook com/ews/Exchange.asmx  [E

In the fields provided, specify your Organization’s MS Exchange web service
URL.
Test configuration

Your Exchange administrator should provide the URL, and account Test Username

credentials needed to test it.

Test Password

Test Domain

Test
Select “Back to organization settings”, and then “Configure users”
Back to organzation setfings

Mobile Connector - Organization Admin Configure User Access

Edit Users Number of users 10/25

Back to organization seftings
Id User Name Last Seen Access Rights
ABarbariol Angela Barbariol Lo Revoke Access Give Admin rights
ABarr Adam Barr 14 hours ago Revoke Access Remove Admin rights
ADelaney Aidan Delaney never Revoke Access Give Admin rights
BDiaz < i Revoke Access Remove Admin rights
Eeuneo fhaiies Giines CEEL Revoke Access Give Admin rights
Crose Cindy Rose newey Revoke Access Give Admin rights
GErickson Gregory Erickson o] Revoke Access Give Admin rights
JSChen B Clen el Revoke Access Give Admin rights
JClayton Jane Clayton L= Revoke Access Give Admin rights
JDoyle Jenny Doyle 1 weeks ago Rewvoke Access Give Admin rights
i Lo Bom neer Grant Access Give Admin righis

MNBuchanan Mancy Buchanan never Grant Access Give Admin rights

PAckerman Pilar Ackerman never Grant Access Give Admin rights

Back to organization setfings

1. You may now grant access to each of your Olympic Project Cost employees. You may “Give Admin rights” to any user
that should access the Mobile Connector Access Portal.

When you Grant Access, a Welcome Email is sent to each user, with instructions to download the mobile app.

Users must first be fully setup in Project Cost. See Project Cost User Guide for instructions on setup.
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Mobile Connector - Organization Admin Welcome Email Template

The Welcome Email will be sent to the address on record for each employee in the PC User Setup window.

The email contents are:

Dear <Firstname> <Lastname>,

You’ve been given access to <Your Company>’s mobile app for Time & Expense. To get started, please
download the app from the app store.

Apple (i0S) users: https://itunes.apple.com/app/id703732379
Google (Android) users: https://play.google.com/store/apps/details?id=com.apcurium.TimeOn&hl=en

Your credentials

Organization is : <Organization Key>

Login username is : <PC EmployeelD>

Password : use your existing Olympic Web Suite password.

If you don’t remember your password, please contact your Dynamics GP administrator.

PC Mobile Configuration Guide v14.01.docx 11
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Security Certificates & SSL for Project Cost Web Suite

WE HIGHLY RECOMMEND THAT USERS DEPLOY PROJECT COST WEB SUITE USING SECURE SOCKETS LAYER (SSL) OR SOME
OTHER TRANSPORT LAYER SECURITY (TLS) PROTOCOL. WHILE THIS IS OPTIONAL FOR MOST OF OUR FUNCTIONALITY —IT IS
REQUIRED IF THE ORGANIZATION WANTS TO USE CREDIT CARD STATEMENT DOWNLOAD FEATURE.

Security Certificates & SSL

Security certificates and secure sockets layer (SSL) are used to help improve the security of the data being
transmitted by the Project Cost web Suite. The web site that hosts the web client must be configured to use SSL.
The runtime service must be configured to use a security certificate.

Security Certificate Requirements

The security certificates that you use for your Project Cost Web Suite installation must meet some requirements
to work properly.

Certificate Purpose

To be used for the Project Cost Web Suite, the security certificate must have “Server Authentication” listed as one
of its intended purpose. You can use the Certificates snap-in for the Microsoft Management Console to view the
Intended Purpose column for the certificate.

Private Key

It is essential that the security certificate that you are using has a private key. This allows the security certificate
to be bound to the port that is assigned to the web site.

To verify that the security certificate has a private key, you can view the details of the certificate file. At the
bottom of the details, you should see that the certificate has private key. If it does not, then the security certificate
cannot be used.

Certificate ==

General | Details | Certification Path

?' Certificate Information

This certificate is intended for the following purpose(s):

» Ensures the identity of a remote computer
» Proves your identity to a remote computer

Issued to:  *northamerica.corp. microsoft.com

Issued by: MSIT Machine Auth CA 2

The security certificate must
have a private key in order to be | Valdirom 10/3/ 2012 to 10/ 5/ 2014
bound to the runt[me SeI’VICe pOrt —_— ' You have a private key that carresponds to this certificate.

Learn more about certificates

PC Mobile Configuration Guide v14.01.docx 12



Externally Signed Security Certificates

Externally signed security certificates are the easiest way to implement SSL for the Project Cost Web Suite. They
must be purchased from the third-party supplier. Due to the additional cost, externally signed security certificates
are typically used in a production environments.

There are three basic types of externally signed security certificates:

Single Domain

This type of security certificate is issued for a specific machine. For example you could get a security certificate
issued for the machine with the following name:

. pcwebsuite.ProjectCost.net

You would typically use this type of certificate when installing the Project Cost Web Suite in a single machine
configuration. This is the least- expensive type of certificate to purchase.

Multiple Domain

This type of security certificate is issued for a set of specific machines. You must know the machine names at the
time that you are purchasing the security certificate. For example, you could get a security certificate issued that
could be used for machines with the following names:

. pcwebsuite.ProjectCost.net
. MobileConnect.ProjectCost.net
. ProjectCost.net

You would typically use the multiple domain certificates when installing the Project Cost Web Suite in a scale out
configuration. The certificate would contain entries for each of the machines that will be part of your installation.
This security certificate is more expensive, because the same certificate can be used on multiple machines.

WildCard

This type of security certificate is not issued for specific machines. Instead, it is issued for a specific domain. The
security certificate can be used for any machines that follow the naming convention for the domain. For example,
if you purchased a wildcard certificate for the *.ProjectCost.net domain, any machine in that domain (such as
pcwebsuite.ProjectCost.net) could use the wildcard certificate.

You would typically use the wildcard certificate when installing the Project Cost Web Suite in the scale out
configuration. The wildcard certificate is especially useful when you expect to add additional machines to the
configuration, but do not know their names at the time you are purchasing the certificate. The extra flexibility does
come with a cost. Wildcard certificates are the most expensive externally signed security certificates.
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Using an Externally Signed Security Certificates
When an externally signed security certificate is used for a web site, the third-party certificate authority handles

the certificate validation when users connect to the web client site. No additional action is needed by the Project
Cost Web Suite users.

To Use an Externally Signed Security Certificate

1. Obtain the security certificate (.cer or .pfx) file from the third-party certificate supplier.
2. In Administrative Tools on the web server system, open Internet Information Services (I1S) Manager.
3. Inthe left pane, select the computer name.
4. Inthe lIS group, open Server Certificates.
©3) GPUAWEB Home
Filter: - Go - g Show All | Group by Area - [28 -
ASP.NET T
+—, “@ . o | : "
= W ¢ 9
MET MET MET Error MET MET Trust  Application
Autheorizat.. Compilation Pages Globalization Levels Settings
. B R & =
Connection Machine Key Pages and Providers  Session State SMTP E-mail
Strings Controls
1S [
& = N "
d 9 o B &
Authentic.. Compression  Default Directory  Error Pages Handler
Document  Browsing Mappings
5§ 0 A
< % ¢ § = 4
HTTP ISAPTand  ISAPIFilters  Logging  MIME Types  Modules
Select the computer name and thenopen Respon.. CGIRestfi.
G0 =\ %
g — = ] B ‘.(:.;_(
Output Request Server Worker
Caching Filtering  : Certificates | Processes -

5. Install the Certificate, based on the type of file that has been provided:

= If your certificate has been provided as a .cer file, complete these actions. In the Actions pane, click
Complete Certificate Request. Select the certificate (.cer) file that you obtained from the third-party

certificate supplier. In the Friendly name field, enter the name that will be displayed for the certificate.
Click OK.

= If your certificate has been provided a .pfx file, complete these actions. In the Actions pane, click
Import. Select the certificate (.pfx) file that you obtained from the third-party certificate supplier. Enter
the password for the security certificate. Click OK.
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Self-Signed Security Certificates

Self-signed security certificates are the least expensive way to implement SSL for the Project Cost Web Suite.
You can generate these security certificates from within 1IS Manager. They are typically used when you are
setting up a Project Cost Web Suite installation for testing or development purposes.

Self-signed security certificates have some limitations. You must use the default subject alternative name (SAN)
that is assigned when the security certificate is created. Self-signed security certificates have a limited lifespan,
typically one year.

When you use a self-signed security certificate, there is no external authority to handle the certificate validation
when users connect to the web client site. Because of this, a certificate error will be displayed when users access
the Project Cost Web Suite site. To prevent the certificate error, users must import the security certificate onto
their own machine.

Refer to for additional information on importing a Self-Signed Certificate.

To Use a Self-Signed Security Certificate

1. Open Internet Information Services (IIS) Manager.
2. Inthe left pane, select the computer name.
3. Inthe IIS group, open Server Certificates.

UJ! GPUAWERB Home

Filter: - Go - \gg Show All | Group by:  Area 2
ASP.NET T
2 D N ' =

NET NET MET Error NET NET Trust  Application

Authorizat.. Compilation Pages  Globalization  Levels Settings
3 (= —
= &
ah| iﬂf L’_j !!‘,‘J_I % g

Connection MachineKey Pagesand  Providers  Session State SMTP E-mail

Strings Controls

Is

R @ o & 2

Authentic... Compression  Default Directory  Error Pages  Handler
Document  Browsing Mappings

B 3 = Hi ot
Select the computer name = E. @ M i ﬁﬂ
pu . HTTP ISAPTand  ISAPIFilters  Logging MIME Types  Modules
and then open Server Certificates. Respon.. _CGI Restri.

Py

éé;tg

&,

L 4
Output Request :  Server Worker
Caching Filtering | Certificates | Processes

4. In the Actions pane, click Create Self-Signed Certificate.
5. Supply the friendly name for the security certificate.
6. Click OK. The security certificate will be created.
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Configuring the Web Site to use SSL

The web site used for the Project Cost Web Suite must be configured to use SSL. Before configuring the web site,
be sure that you have imported an externally signed security certificate or have created a self-signed security
certificate.

To Configure the Web Site for SSL

1. Open Internet Information Services (IIS) Manager.

2. Inthe left pane, expand the Sites group. Within the Sites group, select the site that you are configuring to use
SSL. For example, select the Default Web Site.

3. Inthe Actions pane, click Bindings.

4. In the Site Binding window, click Add.

Site Bindings 7 )
Type Host Name Port 1P Address Binding Informa... Add... |
hitp & "

Close

5. In the Add Site Bindings window, select https for the type, and then choose an SSL certificate that you

installed.
Add Site Binding [-% | [=E3al]
Type: IP address: Port:
https | All Unassigned - 443
S5L certificate:
lDynamics GP User Assistance 'J View...
[ OK l l Cancel J
6. Click OK.
7. Click Close.
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Installing a Security Certificate on a Server

If you are setting up the scale out configuration for the Project Cost Web Suite, the session host machines must
have a security certificate that can be used when configuring the runtime session. If you are using an externally
signed security certificate, you will need to install the security certificate onto each session host machine so that
the certificate is available to be used.

To Install a Security Certificate

1. On the computer that will be used as a session host, open the Run prompt. (Choose Start > Run or press
Window-R)

2. Inthe Open field, type MMC and then click OK.

= Run @

=== Typethe name of a program, folder, document, or Internet
resource, and Windows will open it for you.

Open: MMCl -

[ ok || concel || Browse. |

3. In the Microsoft Management Console, open the File menu and choose Add/ Remove Snap-in.

4. In the Add or Remove Snap-ins window, choose the Certificates snap-in from the Available snap-ins list, and
then click Add.

5. Inthe Certificates snap-in dialog box, choose Computer account and then click Next.
6. Inthe Select Computer dialog box, choose Local computer and then click Finish.

7. Inthe Add or Remove Snap-ins window, click OK.

8. In the left pane, expand the Certificates | & comole-iComolefean =lelEs
@ File Action View Favorites Window Help —||& ] x
(Local Computer) node, and then e |F =8
expand the Personal node. ool Hame Actions
< Ll e i “SI(L“E‘ Computer) El Certificates (Local Computer) Frpan -
o %rs;::‘ﬁ(atﬂ More Actions »
1 Trusted Root Certification Authorities
| Enterprise Trust
1 Intermedi
| Trusted Publist
» (7 Untrusted Certificates
| Third-Party Root Certification Authorities
| Trusted People
| Remote Desktop
| Certificate Enrcliment Requests
1 Smart Card Trusted Roots
SMS
1 Trusted Devi

9. Under Personal, right-click the Certificates node, point to All Tasks, and then click Import.

10. In the Certificate Import Wizard welcome screen, click Next.

11. In the File to Import screen, click Browse.

12. Browse to the location of the security certificate that you want to use. Typically, this will be a file with a .pfx

extension, because the certificate contains a private key. Select the file and click Open. Click Next to
continue.
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13. Enter the password for the certificate. This is the private key password that was either provided with the
certificate, or that you defined when you exported the certificate for use on another machine. Be sure that you
mark the Include all extended properties box. Click Next to continue.

14. In the Certificate Store screen, verify that the certificate is being added to the Personal store. Click Next.

15. Click Finish to complete the import process.

16. Close the Microsoft Management Console window.
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Importing a Self-signed Security Certificate

When you are using a self-signed security certificate, there is no certificate authority available to verify the certificate. If
you use another computer to connect to the Microsoft Dynamics GP web client installation that is using a self-signed
security certificate, you will see a certificate error displayed in the web browser.

. oW |
Ifa Self_signed Secur,ty G 3 g gpusd. nohamenca.com Pmicresoftcom. p-gx
certificate is used for the Project Cost gty
Web Suite installation, you will see a '3

security certificateerror when you try —— ~
to connect from a different computer.

We recommen d that you close this webpage and do not continue to this website.

&

If a self-signed security certificate is used for the Project Cost Web Suite, the certificate error can prevent you from
successfully logging into the site.

The solution is to import the security certificate into the machine that will be accessing the web client.

Step 1. Retrieve the Security Certificate
1. Open Internet Explorer on the computer that will be used to connect to the Project Cost Web Suite.

2. Connect to the Project Cost Web Suite site. The browser will display a message indicating that there is a problem
with the web site’s security certificate. Click Continue to this website.

3. The URL area of the browser you will appear in red, indicating a security certificate error.
Click Certificate error to display the details of the error.
4. In the Drop-Down, Click View Certificates. ﬂ

5. In the Certificate window, Click Details tab. T — —

6. Click Copy to File to open the Certificate Export
Wizard. Click Next W _ o

7. Select the DER encoded binary X.509 format, and
Click Next. T

8. Click Browse to open a file dialog box that allows you to name the certificate file and select a location to store the
file. Click Save.

9. Inthe Certificate Export Wizard, Click Next. Then click Finish. A message will be displayed indicating that the
security certificate was exported.

10. Click OK to close the Certificate window.
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Step 2. Install the Security Certificate

1. On the computer that will be used to connect to the web client, open the Run prompt.
(Choose Start > Run or press Window-R)

2. In the Open field, type MMC and then click OK. =

oK Caocel Browse..

3. In the Microsoft Management Console, open the File menu and choose Add/ Remove Snap-in.

4. Inthe Add or Remove Snap-ins window, choose the Certificates snap-in from the Available snap-ins list, and
then click Add.

5. In the Certificates snap-in dialog box, choose Computer account and then click Next.
6. Inthe Select Computer dialog box, choose Local computer and then click Finish.
7. Inthe Add or Remove Snap-ins window, click OK.

8. In the left pane, expand the Certificates (Local Computer) node, and then expand the Trusted Root Certification
Authorities node.

@ Conselel - [Consele Poot] I T
@ Fie Acion  View Faovordes  Window  Help s
e« ([ BE
Hame At
Certificates (Local Computer) Console Reot -
P
Moce Actions

9. Under Trusted Root Certification Authorities, right-click the Certificates node, point to All Tasks, and then
click Import.

10. In the Certificate Import Wizard welcome screen, click Next.
11. In the File to Import screen, click Browse.

12. Browse to the location of the security certificate that you retrieved from the previous procedure. Select the .cer file
and click Open. Click Next to continue.

13. In the Certificate Store screen, verify that the certificate is being added to the Trusted Root Certification
Authorities store. Click Next.

14. Click Finish to complete the import process.

15. Close the Microsoft Management Console window.
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